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Florida county election office hit by
ransomware before 2016 presidential
election
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Folks who work in cyber security, know that the current game by
most sophisticated hackers is how long they stay on your systems
undetected.

For this reason, cyber security folks are CONSTANTLY MONITORING,
PATCHING AND HARDENING. We don't spend 10 days on it ever
frikin 4 yearsit

And no matter how g0od and careful you are, breaches still happen
inthis cat and mouse game. But we don't hide them.

They are thoroughly investigated and then the findings are shared
throughout the organization 50 everyone can patch the vulnerability
and/or train their staff on the issue.

Elections Cyber Security Expert, Clay Parikh and | discussed at length
‘about how unserious what we see and hear from both the state &
local officials.

THESE PEOPLE ARE CLUELESS to cyber & election security and I'm
sure itis by design.

If DeSantis was serious about fixing this issue, he would immediately
replace Maria Matthews and Cord Byde with individuals who were
serious with the security of our elections.




